
The following practical, real-world 
scenario exercises are currently available:

Additional standard scenarios available on request.

1. Phishing-Triggered Ransomware Attack 

2. Insider Security Incident

3. Third-Party Risk

4. Third-Party Ransomware Incident

5. Sensitive Data Exposure Threat

6. Custom Scenario (Additional Cost)

AVAILABLE TABLETOP 
EXERCISES

Cyber Resilience Package
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Contact us for more information
The University of Queensland | St Lucia, Q 4072 Australia 

ABN: 63 942 912 684

e schoolsnet@uq.edu.au 
w uqschoolsnet.com.au

UQSchoolsNet Tabletop Exercise Service, powered by 
AUSCERT, helps schools assess and refine their cyber incident 
response capabilities through simulated real-world scenarios.


